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1- Introduction

FRATI

In its Code of Business Conduct, the
HeidelbergCement Group requires all
employees to observe high standards of
business ethics in their duties and

responsibilities. Employees and representatives
of the organization must practice honesty and
integrity in fulfilling their responsibilities and
must comply with all applicable laws and
regulations.

slull el @ disae (8 (a7 dals e gene Lo S
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The objective of this Guideline is to provide
instructions and principles for

e the submission of compliance-related
concerns by employees, directors and
officers of HeidelbergCement, on a
confidential and, if preferred, anonymous
basis,

e the processing and treatment of
submitted complaints/incident reports,

o the protection of persons reporting
concerns against retaliatory actions.
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The Guideline applies to all companies of
HeidelbergCement Group' and is addressed to
all employees of HeidelbergCement Group
companies.

Ao sane CIS Hd man o dagas 5il) (5alal) 038 (g s
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Ac sandll

2. Why report an incident?

fla Al oo AL I3 LY

One of the pillars of the HC compliance
programme is to ensure rapid alert in any
case of actual or potential compliance
incidents; the main tool in this respect is to
have a reporting system in place which
encourages and enables employees to
disclose any observations of non-compliant
behaviour and address them in the right way
to the relevant persons in the organization.
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Furthermore, to best benefit from the
implementation of Group-wide proactive
measures to avoid non-compliant conduct, it
is required that every single incident is
recorded and analyzed.
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It is important to report at an early stage so
that the problem may be solved internally
and before it develops into a matter which
requires investigation by governmental
authorities.

culigag ety el ) Ll Jad g Wity 208
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It is in the interest of every employee to retain a
positive public perception of HeidelbergCement.
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3. Which types of incidents should be
reported?

flgde dlal) iy AN clilial gleil La -

In principle, every kind of infringement of
applicable laws and internal policies or
reasonable suspicion of such is to be
disclosed. In particular, this refers to concerns
in the fields of:

Ol sill Al S e Ll Cpny cdasall Cam (e
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e Accounting / audit-related matters (the
purposeful, unethical or questionable
recording of accounting or auditing
matters. Examples may include: fraud;
deliberate errors related to financial
statements; non-compliance with
accounting controls; misinterpretations or
false statements to or by senior officers
regarding financial records; or deviation
from full and fair reporting of the
company's financial condition).

Sllall daal e ol Gllaally daleiall saY! @
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ASLE I pa gl e 4 i) 5 JalSU gl

e Bribery and kickbacks (the offering or
acceptance of money or other incentives
to persuade someone to do something,
especially something illegal, improper or
unethical).
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e Child abuse or neglect (abuse of children
for child labour or any act or failure to act
which results in death, serious physical or
emotional harm, sexual abuse or
exploitation of a child; or which presents
imminent danger or serious harm to a
child).
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e Conflict of interest (a situation where a
person in a position of ftrust has
competing professional and/or personal
interests which can make it difficult to

e daad B dpad s /5 dnige pllas 4pa 45
Ak ) e elal & Anlall A5 ade el

impartially perform the assigned job (4 sl
duties). o
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(violations of or failure to comply with a
rule, regulation, law, operating procedure,
past practice or protocol for any aspect of
the company, incl. antitrust/competition
law violations).

Sl el a) sl sl S Ay Sl sacl
Lo 52 JSsisn sl oalall 8 dagie dujlas
Glly Ly S8l Jasll il e cuila b

(il JSiaY) Andle ¢yl G ASLETY

Discrimination (the unlawful discrimination
of individuals based on an individual's
race, colour, ancestry, ethnicity, gender
(sex), age, religion, national origin, level of
education, political affiliation, physical
appearance or disability, marital status,
pregnancy or sexual orientation.

G A p Lkl e updl) pcll e

S aisl 5L 2 Al ey ) uaial)

S bl alal 4 gl (4win) 4c 5 S 48 e

Sl o pedaa i ol 45LaE 5l Al (5 sl

fusedl o Jasll 5 Lelaal) ailla i asle)
Agaiall

-

Embezzlement (the willful and intentional
taking of money or property by a person
who has been entrusted with the money
or other assets for that person's own use
or gain).

3l Jsal (e o sl 5 dexiall ¢ 3auY) SIEY) @
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Employee relations (any material issues
related to the way employees work with
each other, their supervisors/managers,
and the company. Examples include job
related actions like promotions, job or shift
changes, terminations, disciplinary actions
and performance issues, if carried out
improperly or in breach of legal
requirements).

dae 43y yhay Ailaie dgale Jilse (5l) (il sl ClENc o
&5 tpgnielagd ple ey (gl ae (nila gl
Aagds gl Adasi jall el Yl cclly Al e 2SN
Waad) i ) Aidagll 8 iy il il Jia
Jlall s il el oWy cJaadl A8e oled)
G sl ade e s e o 13 e aYL i)
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Environmental issues (the potential for
direct or indirect damage to the
environment by a willful or negligent act.
Examples include the illegal or
unintentional discharge of pollutants,
poisons, hazardous wastes, radioactive
chemicals, or any other contaminants,
that kill or do harm, or have the potential
to cause environmental damage).
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Fraud (the dishonest practice of obtaining
money or property through intentional use
of false pretenses, false documents, or
misrepresentation. An illegal taking of
assets or property of value).

Jsanll LY ) s dd) dujladl) Juin¥) o
Alain¥) A e clSliadl S Jisel e
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Harassment (unwanted, on-going verbal
or physical behaviour of an inappropriate

o dualsie Pu gl edd sy Gioadl e
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nature. The unwarranted threat to cause
bodily or emotional harm to another
person or harm to another person's
property. Examples may include acts of
threatening, intimidating, stalking,
taunting, gesturing, excessive staring,
pestering, hang-up and nuisance
telephone calls, obscene telephone calls,
abusive postal mail, or improper e-mails).

o gl Addle e dapb 5y s e
Al addl (5 ina ) S (63 Slaals st all
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(RSl

¢ Information security (improper disclosures
of the Company’s computer network, such
as posting confidential or personal
information to websites, infringement of
personal data protection, etc).

A A e plady)) Cleshall ol e

Glogles i3 Jio Al Aalall Cosulall

Goa s g Y el e dpadd ) 4
(ADA 5 daaddll Clilull dles

o Safety issues  (underreporting  of
accidents, any workplace condition that
potentially compromises the health,
safety, and well-being of employees,
customers, vendors, or visitors. Such
conditions may include: poor lighting or
signage; unstable stacking or storage of
materials,  product, or equipment;
exposure to hazardous materials or
contaminants; exposure to excessive
noise; lack of protection against weather
elements; walk-ways, floors, or stairways
in disrepair; or unnecessary exposure to
dangerous machinery. Such workplace
conditions may also constitute a breach of
relevant legislation).

oo il A juadll) Aokl ddlkie Sl e
g 8 Jaall GSa 8 A ol S cclillaa
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o laa V) ) @l ey bl Jal se
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glas¥) oda o J8i a5 5 kall cilislal

(Al 3 lay ) 6 )3 L

o Theft (the illegal taking of any form of
property belonging to someone else without
con-sent. The intent is to permanently
deprive the owner of property).

begs gl Glo Sl e oI B e

05 oo Al Lads (ads ) ciSliad) ¢
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e Other compliance-related issues which
are not covered by the above-listed types.

el Lot ¥ UYL dilie g Al Jilse e
A PPN

Any reasonable  suspicions of such
infringements should be raised at the earliest
possible stage. Investigating the matter first by
oneself and trying to produce evidence before
reporting it might unnecessarily delay the
matter. Investigations will be conducted in
depth by as-signed investigators (see chapter
5).
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4. How to report an incident

$AAlAL co Ald A -t

4.1. General reporting instructions

Gl Jga dale il ) V-

In order to facilitate a fast investigation, the
reporting employee should disclose as
much precise information as possible
based on the following questions:

Sle oy caliatll o) jaly daatll Sy As
e (Kan La8 HST e Zlaiy) dluall Cali sl
AV Ay ) Tali) 48830 il sladl)

e Who acted? - full names
of suspected individuals
and potential witnesses
What happened? - brief
but precise overview

slan¥) - Oadlly 3 e @
e 4iiiall alasdl ALl
a1l Cplaisnall 3 geidll
OS5 8 3 g Aale 3 S4 -
PR

e When did it happen?

felld s i @

e Where did it happen? -
name and address of the
site/plant  where the
incident has taken place

aul o Sl Gaa ol e
Al 4 sl

e Why did it happen? — reasons/factors
that led to the incident (background
information)

el a1 e
& @l A Jal gall/ )
(ke 330) dillia g 5

e How did it happen? -
course of events

Judest - $elld Gas (aS o
Elaay)

4.2 Reporting Channels

&l Jiluy ¥, £

The direct superior should be the first point of
contact in case of any suspicions of
infringements of applicable laws or internal
regulations. This direct way of addressing any
issue is in many cases the easiest and most
effective way for the company to investigate the
alleged infringement and allows appropriate
action in the a short term. This may help
prevent any major damage.

Al & Jlai) dais J5l a0 pailaal) paall 0 5S5 of oay
s sl ol B g i g 5 B lga gl asm s
Ulse (gl a5l Saladl 3kl 138 3ay Lx Jsene il
S Ao ld s STy 3kl Jend sa S (e S
o) ) AT i g da s el Adllaal 3 AS LN (3ia3
Gigan O e el seluy 85 Gy @l JaY) 8 anlia

However, there might be cases where, for
whatever reason, employees are not able to
con-fide in their direct superior. In this case
one of the following reporting channels should
be used:

}\M‘&_}A}\@MY&QY\AJ&}JH‘&J&AJ
Aﬂlueﬁcﬂ\a.“e& ‘ﬁ} )&M\aﬁh‘ﬁé}a)&\ ‘)Ay

AV el il s (e gl il sall

o the next superior hierarchy level,

b gl dudadll 8 ) oY) s idll @

o the Legal or Compliance department or
other corporate function such as Human Re-
sources, Environment or Health & Safety
or the Compliance Hotline
“MySafeWorkplace”.

Ak gl o JUaYL Ll o 45 @l 5 Y) e
S Al & all ) sl Jie AS,810 Al
O il cAL) Ball o dadldl g daal)

"oeY) e
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4.3. Compliance Hotline
“MySafeWorkplace” (MSW)

" ¥l ae Gl Gulill] Sald) B/ P £

The Compliance Hotline
MySafeWorkplace can be used by both,
employees of HeidelbergCement Group
companies and third parties. It provides
two ways of access:

oY) lee " aalall ) Tadl) aladin) ey
z o8 Ao gene IS il ik ge e JS U (e
Cuty yha 8 g a8l 3) ¢ LAY Gl RYI g i
Jlai™d

Internet:

A

Link: http://www.mysafeworkplace.com/. The
reporting party is guided in English through a
form to be completed (completion in any
language possible).

&5 s http://www.mysafeworkplace.com :hl )l
T asal eldiu & Sl ARlL aladdl okl 4 i
(S 33 6l 058 el )

Telephone:

sdilgd)

Access by telephone in most countries is toll-

free?. After dialing, the English name of the

language in which the report will be submitted

must be declared in order to call in a
translator.

e " bl alaes 8 Ul ()5S cailgd) e Juay)
i Lo 2L Al Al AR sl 2l iy (Jua)

Reporting instructions:

1l o ol

In order to ensure efficient and timely
investigations of the reported incident the

following de-tails are necessary to be included

in the report in addition to the mandatory
details:

L) 3 adiall gl 3y Allad Cligind (e s
Al Ll &) Ganay (f (55l (pad (Lo gl
el 1Y) Gl ) ALl

e name and address of the site/plant
where the incident has taken place

("Additional Location Information™)

(" sall e Adla) il slaa") Al

e precise date on which the incident

occurred

Gl g 5l A Gl

o full names of suspected individuals and

witnesses

.~~ - \

The description of the incident should be as
precise and straightforward as possible. The re-
port can be re-accessed at any time later on
with a password. The status of the incident re-
port and the messages posted on the system
message board should be checked regularly in
case there are any further details needed for

the investigation of the incident.

S )3 1 e s L 2 Chuay 055 o (i
LS Gk g GaY iy ol g ) pea sl (S
Jilull s Al ge g3l A dxal e s L se
PPN = r,.L-u.m o el Jiley Aad eos) ol
& cliaaill ol aY dglhe dilal Jealii gl asa
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Issues can be raised via MySafeWorkplace in
the following ways:

oY) s e o Jilall 03 Jia g b (S
Al gkl e

e openly by providing one’s name and
contact details when reporting an
incident,

JuaiY) by paddll aul zuaghy b o
Allaal golal) vie

e anonymously towards the company,
i.e. personal details will be given only to
the provider of the MSW hotline and can
be used for clarifying questions
occurring during the investigation
(anonymity towards the company is kept
throughout the whole investigation
process), or

by elae ] b 4dl gl ASHEN 4yggd) cAL @
O AL adll deod a38a ) Jad Ayl s
Jilall s il Laladiin) (Sayg ¥ lae
ld] o ol ab) Gaiadl) oLl Giaas )
Gl il jal A8S 8 AS LA (e 5l
S e(Lelasly

¢ under complete anonymity (no
personal details are provided at all).
However, this way of reporting bears the
risk that full investigation and clarification
of facts might not be possible due to lack
of information and opportunity to receive
further necessary details from the
reporting party.

Leadd Jualii g 236 V) Ay gell pli plid) 28 @
s 5 el b (ol gy (ALY e
s Ghind ¢l e OSal e elae
alanil 5 il ghaall i A (lalS GlaAl
daaldll (e 230 (o Jpanll a8
il oLl ge 355 5 el

Personalized reporting is preferred for
accelerating and facilitating the investigation
process; please note that full confidentiality is
still warranted to reporting employees.

¢ Gaaatll Cile) ja) Jagasi's apul) padtl) il iy
Lgadaa I35 Y Adalsl Ay pead) o Ao o

4.4, Alternative

hotlines

telephone reporting

Adiil! Ay Lislow Ludila Lghs £ £

In some countries the telephone access to
MySafeWorkplace does not function in the
preferred usual manner; separate alternative
telephone reporting solutions have been
established instead, either

¢ as toll-free access to the MSW hotline
operated via a local
telecommunication provider (indirect
telephone access to MSW)3 or

e as an alternative hotline, separate
from MSW.

Lall @L'L@J\ Juai¥l Jamy Y colaldl gany <t
Aliadall saliadl 48kl (WY e & AL
(oiilgdl falall dlasie Jola ol &3 el e Yaus

]

e & AL LAl Saw Juail e
) A8 oY)
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In order to ensure a common minimum
standard of alternative hotlines organized in the
latter way the following requirements have to be
met:

2aalul) b gladll (g sl o jidia ol an e Jal o
Al a3l sail) e Lealaii (g yay Sl Al
ERCRERIRER

e The separate telephone hotline can be
organized either internally (e.g.
communication of Compliance Officer’s
telephone number and invitation by
appropriate communication to all
employees to report any compliance
incidents by calling this number,
warranting a proper and confidential
investigation and keeping the name of the
reporter anonymous, should he/she so
wish) or externally (e.g. by an external
lawyer).

L o) gas Juaiia (bl itls ok ol oS4y @
Jsise il o 5 Jlai¥) (JUall Jpoas e
Lanlie Juail A5 o0 3500 4pa 535 JULY)

i) aae ddllie ol e aliall (il sal) asanl

=y Laa ¢l 1) 13 L) 315k oo
O QIS a5 o5 pus alia Biia o) a)
L s o o(@ld L8 ey e s cidaad) 3y 0

(> alas (31 b (e D)

e The person who takes the calls should
be independent. In the case of an
internal solution, this person should with
regard to this task report directly to the
General Manager or to a manager of the
second level or higher. He/she should in
addition have everybody's complete
confidence in this respect.

058 O g G il Al jas i) @
e i el o spa s Al 8 Sl

o5t O cagall odgy 3lahy Lag caddll 2
Gsiall Go e ol alall paall il 5 il
Of eelly ) ALYl el aayy el o )
aall 13 geal) e 4LSH D e 3y

o The hotline must be well
communicated. Every employee should
know that it exists, how it works, how to
access it in a way that ensures
confidentiality and anonymity if desired
(e.g. by using the draft of the poster
which Group Compliance provided when
setting up the MSW hotline as a sample
and by printing posters which will be
posted at each site).

48 na Uy yma QAL 1) (5 o oy o
a5 consn g calaga JS ala o il Ba
Al ey g e 4y Juai¥) 488 5 calee
Slia) @l 3 e ) 1)) 4y el e
JELY) (38 0 iy A (Dl Y] B suse aladinly
e U AL Laall dlae) die e geaally
a2 liBle Y delday s dinS ")

(se IS 2l s

e Upcoming reports as well as notices
of results or interim results following the
investigation must be documented.

el SIS g 53 ol e 55 gy @

Gatail) ey 48 gl i) o il

o The reports must be investigated quickly,
competently and confidentially.

Ay 366 e Sl (8 38ailly Jinatll g @

Please do not hesitate to contact Group
Compliance in case these requirements
are not completely fulfilled.

JEY Gt Jhat¥) (B gl aae s
Gl JiiY) sdgn eligll are Alla L de sanall
Lzl

5. Investigation process

Ga8adl) Cigl ) L0
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Once a compliance incident has been raised,
investigations will be started immediately. The
first point of contact will file the issue and

inform the following persons/functions:

e.\g)ﬂ\éﬁ:@ysdﬁ'ﬁa\emaﬂ&cﬁd)w
s sl Qi) ddais J 5l by g s clal)

Al Cailda 5 [ alansyy

Category Persons to be informed | st tbd) il palddy) PEHT]
Serious cases as CEO, CFO or relevant il et ) e e Lgia s 3 yha Yla
e.g.. Area Vorstand 3 (Hhall )
L..;A;mﬂ\ ol
e Fraud / Agiad) daaiall < oaY/JwEaY) e
Embezzlement ) s VYeaeans
>100.000 EUR Group Compliance JEY 58 p e
e (likely damage) Country General Al ekl padl e | e (dﬂzux.\ oxall) e
per incident Manager adlae <
e Corruption Country Compliance Q) Jyma @ s9d) dd e
(a_ctive/passive Officer de ganall o(J 58/l
bribery,
¢ governmental uﬂw Lyg e
officials and/or Sl 5 OxesSa
HC 31 e ol e
management 20 s e ene
involved) (<
¢ Child abuse o
’ Jaall (Jak¥l 1) o
fi I
orced labour 5l
Other incidents Country Compliance JEN Jsue @ R
Officer 95‘)-1“;” Jow LA“—) oAl s
(e.g. < cal/dal (Ul
T;aeun?/i’r?gg,zgé% Supervisor of Sl Cioddl e 555 100000
EUR suspected person & ¢ agidiall Laddll
likelv d head of sas gl () K e (Laindl ) pall)
e gt 2° Per unit/department SR dallas

incident)

If any other
unit/department is

affected, head of other

unit/department

Bl Bas 5 i)
Aa b 58l
Ll

The appropriate General Manager or Country
Compliance Officer, depending on the nature

and financial impact of the incident as outlined
above, decides who is responsible for

investigating the case, considering one or more

of the following persons, depending on the

nature of the incident:

(5 (s il JiiaY) J s ol cimall aladl sl ) i
el Cpaal) i) e Il b il ddllaa) dagall

b by Al 8 Gaisdl o) a) pe d sl padldll
toalaiY) oY s (e ST asl

e Head of the department or business in

which the incident has taken place

Aallaal) 4 Cand g g2l LLiil) 5y e e

dﬁa) dlad danha & s g;\l\ Y e e
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e Head of the department relevant for the
nature of the incident (e.g. HR, H&S,
Environment, Legal, IT)

e Head of respective organizational unit
(e.g. Country General Manager) Internal
Audit (Country or Group level)

e Internal Audit (Country or Group level)

e Compliance officer responsible for
respective organizational unit or Head of
Group Compliance

e External parties such as audit firms,
police, public prosecution department,
etc.

Ol danl) (dadldl g dauall (i il ) g4l
(e shaall L o) 4385 (A3 g3Lall

Qi G o) Ainal) Apaglaiill Bas ) ui ) @
Alalall Zaal yall 5 5la) f (Al 8 Aladl )
(Ao sanall 5l Al (5 sisa Sle)

(Ao sanall 5 AL (5 gina o) 31 anl sl e

1y Aadailll as gl 4y Jasiall JEWY) s @
JUieY) (g b Gy ol Alall

Gaal e Clisye Jledaa A Gl b o
G ) Al a8l 5 bl

The decision on launching or not launching the
investigation must be formally documented.

In case the Country Compliance Officer is not
involved in the investigation, he/she shall be
informed about the investigation throughout the
entire process in order to ensure complete
reporting to Group Compliance in the context of
the quarterly Compliance Incident Report
according to the provisions of the Group
Compliance Policy.

@5 e JSIy dede e (35 O] ) B B 5 o
Gy e pinill 8 (g kel JUEY) e A Hlie pae Alla
Olasal JalSlls 43 ja) dolee J)sha (Gaaill s 4230

6 st gl QYT il gm0 588 (Blans & JelSI) E3LY)

A sanally QLY dulpus A\SaY Tai g

The timing target for finalization of
investigations and decision on any sanctions
or remedial measures to be taken is not later
than 60 days after submission of the
incident report.

ol 18 Ml 5 lagatll e olgi el ol
Dslaty Y LA Gy dusanat il o Gl sie Lﬁi

The investigation process will be documented
in detail including all investigatory steps (e.g.
who was interviewed, the documentation that
was reviewed, etc.) and any remedial
measures to be taken. The key findings and
actions shall be summarized in a final report.
The applicable regulations on data protection
and privacy must, however, be observed at all
times.

Al (8 Loy epatilly Gaiaill el ja) 35 55 alan s
i Gl GalasY) Sla) aial) < hadl) aran
el Al s () clgaal i) a3 (335l 5 caeililia
) paals Gpaty 5 LANAS) g dpapaaal

O i ey ey L Fled o A A N el jaYl
Ul dlea Jlae Lo Jserad) Aalail) e
Y pen A Agea peadll

All documentation (both electronic and
hardcopy) which is relevant to the investigation
and ultimate outcome and resolution of the
incident shall be retained in accordance with
local le-gal requirements so that it can be
produced in a timely manner if necessary.

I3 (A5l 5 A5 SSIYY) B paan LaldiaY) ang
auliall dall 5 A ilel) dagiil) 5 ¢ Gaaailly dlall

R Sia dalaall Ay el el sl g cdallaall
oY) a3 13 il A s e i

In order to ensure transparency and traceability
of the investigation process, all

documentation (both electronic and hardcopy)
which is relevant to the investigation and

Login) ol A08a) 5 Gaiaill Llee 4dlal leual
Gadailly Alall 3 ¢(38 )5l 5 4 g ySIYT) GG maany
Gl Lay cCalally alaldl )l 5 4ledl) dagill
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ultimate outcome and resolution of the incident
shall be retained in accordance with local legal
requirements so that it can be produced in a
timely manner if necessary.

T8 50 b Lo la i) (R (i Al Ll
_3)})...'4;3\)3;&.4“1_'\43\

Communication with the reporting party is an
important element in the whole investigation
process. In any case, the reporting party will be
informed once the investigations are finalized
(provided that the reporting channel used allows
this feedback).

o) oyl jUad) i dlla f as s july sl
s eand Of Ay p3) i) o ole¥) o Wlla
(ldan Ul o3 elals Aeadiuall golal)

The investigation process is described in
detail in the MSW Investigation Guide
which is available to all persons assigned
as investigators to any compliance
incidents.

Caatl] L b Juadily G3aaill Cle) ja) Cua s
Ll (aliiY) paead AUl oY/ oo S

6. Securing data if severe compliance
violations are suspected

Aadly sl Gigan B Aty S 1) clibd) cpals 3
Jiad

If severe compliance violations are suspected
and securing of electronic data is deemed
prerequisite for investigation, the process
described below, if necessary adapted to local
law (e.g. with respect to data protection/privacy),
is to be followed at the earliest possible stage of
an investigation in order to ensure that electronic
data is properly secured, and its integrity

protected:

fing s JUeO Axlly SLgmil o oLy Alla b
Aleal) o ¢ iaill Lol Ua s Ay 3IY) bl (s
el O s aa LS e a1 a3 13) colial A gall
S g ¢l D et / By (3le L (Sl
Ll of Glewa Jal e Gaill e (Sas i

U sadia Lgiadla ol 5 aiDke gai o 4% 5a 45 ySIY)
Alall

1. The management responsible for investigating the
case will provide the appropriate local senior IT
manager with the identity of the suspected
individual and request that the individual’s hard
drive/PC/mobile device/any other electronic data or
archival system be secured until advised otherwise.
If appropriate, the individual’s network access will be
restricted or denied. Once the hard drive/PC/mobile
device has been obtained from the individual, a
“chain of custody” record will be kept to accurately
document who was in possession of the electronic
device(s) at any time during the investigation
process. The

investigators will ensure that searches of the hard
drive/PC/mobile device will preferably be executed
on a forensic image copy, are made only by qualified
experts and that all data are analyzed in a way which
is accepted by the courts to serve as evidence. If

o) Al 8 sl (e A gasall 5 laY) K36 K
4 agidal (ad 3l 4 sen cila slaall A yaa LS
Dlead) 5l isnasll Slea sl leall a il el ki
AT s ) Gl Al gl il alas gl 5l J gandll
Gl S 1Y) 5 dlld Gy s o ) 2L als
Ay ABEY S ASl W ol gy 2 o (Liilia
Dleall 5l il Slea ol caliall (a @l e Jsaasll
" Jaadl (e Alulu o BLEAY) &5 ¢l e J senal)
s Y (30eaY)) Sleall Al (et il 48y sl
Oe 4l 0 siald) Gacans s Gaiadl) dglee (U g ol 4
[ Alall (a @l e Gl Gllee (5 52 o) Jaaial)
ond Ly das e Jsenall Slead) /5 saSl) e
bl JS o ecda 5a o) _pa V) ey Yy dalia A0
Cany ()5S aSlaall oo Al sude 43 yhay Ll (5 5o
Al ab 3y g pall Cuail 13 5 Juda Alia c.ua'j
sie Gl Glidae o) 2y Gua A G il ¢ i
Jea/lall pa il (e Vg el sl

138 a5 YT Aoy 3 V) 4 J ganall Slgadl/ 530Sl
ALY (Jie) 43 Al 40 5Y) bl s ) (3al)
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necessary, external consultants will be retained to
carry out these searches in the manner described.
The hard drive/ PC/mobile device itself can only be
analyzed provided that investigation will not change
the metadata stored (e.g. time stamps etc.)

2. If appropriate, the IT manager will disable the
individual’s ability to log on to the network and
secure his/her hard drive/PC/mobile device.

3. The IT manager will ensure that an up-to-date
back-up of the suspect’s network datastore is
performed and protected.

4. At the end of the investigative process the
management responsible for investigating the
case will decide whether access will be returned
to the user, permanently disabled and or the
suspect’s network access will ultimately be
removed.

In some instances there may be a suspicion
surrounding an employee, but insufficient
evidence to take the steps described. If this is
the case it shall be ensured that a back-up
according to step 3 will be taken to ensure that
data cannot be deleted while further
investigations occur.

(e A L Aa )

e slaall L gl 935 5000 g cUilia Sl (IS 13 Y
A s Al ) J A G e 2l 5,08 Jilasty
Jsene Jlea/gisueS Slga/lla la 3

L3 2Ll e e gladll L o) €5 e Kl ¥
sle 43 4l Gadll iy Y e Kips Al
i) o4 Llea 5 4S03)

0o Ay anall B JaY) s ¢ aiadl) Al Al 8 £

ol aatiiall J gum ol) S0 el o gus il 13 Lo (3l
AlSa) ot Al (8 i /5 Liles Lelbant o
Ll Asull) ) 4 sl J s

(Lo (il gy Jany Gl llin ()5S 8 (V) any s
1305 Adiaall ol gladll SASY CalS Qo il i Y oSl
Aahalal 45 oLa) e U Giag (Jlall g 18 S
bl Caia AlSa) aae el @llig oF 5 ghaall G
i) e e oLl e

7. Remedial actions

dasaalll clgl Yl -V

In case the investigation of an incident report
produces evidence of non-compliant behaviour,
various types of remedial actions have to be
taken into consideration for which different
functions are responsible:

e Aol ) dallae iy £330 cliaaall cuals Al S
O Gl oSy Qlie Y am saaaill Clel aY)
oo A g dalide Cailds 5 llia

Responsible
Type of action functions A gical) Cili gal) i) aY) hal
Disciplinary measures | e Responsible: Line BolaY) i sl 0 Japalal) yuladl)
management fasad (a5 3,00
according to
iA;.“
grandfather
principle*
e Involvement: HR, oo AS ) e
local Compliance | dstes el 2l sl
Officer (sl JEsaY)
Civil claims e Responsible: Line 3yl sl e dpaal g gleall
management asal G5 bl
according to
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grandfather
principle*
¢ Involvement: Jsid) A5 Ll @
Legal, _Iocal _ Jsiosa s 53l
Compliance Officer Ll Jliey)
Criminal prosecution | ¢ Responsible (Jsiaall alall joadl o dliall Cleleay)
Country General .
Uiiaty)
Manager, Country Y e
compliance Officer.
¢ Involvement Legal, (il Jyiuddl o
Country o) DY) J sise
compliance Officer )
Sy gakail
(if applicable) (2 G
Detected e Responsible: solaY) i sl 10k | gl an
shortcomings Appropriate il
department
e Involvement: Gaaldll A LA e
Internal Audit (if o) o) Al
necessary), local J e (35 pal)
Compliance Officer (sl JUsaY!
8. Investigation principles Gadadl) galse A

e No retaliation: All submitted incident | <l JS ae Jaladll el e [al8N) e o
reports, irrespective of the reporting il Al - S omns il e
channel, are to be handled in a way which @M by e B ‘u
avoids any retaliation towards the Sl (ol gl 3a 8 G (o) ia A5, oy
reporting employee.

o Confidentiality: All persons to whom a8l GalaiY) auea e gy Ay ) e
incidents are reported are obliged to A YA e Jaladll lallaally agials
handle the cases confidentially. Al

e Anonymity: In case an incident was 00 (e il o) 5 Al 8 1Ay gl Ui o

reported anonymously the investigator may | | ., ., i giadll 55, @l i e Cassy
offer through the available communication
channels a personal talk or telephone call, ]
however, if the reporting party prefers not el Gkl Jlad 1Y) (ellh ey Aiila dalla
to disclose the own identity this wish has to Al ed ) yial g iy ga e i) axe
be respect-ed.

o Caas ol ja) dabiadl Juaiy) Jiluy JYA o

9. Misuse of compliance incident reporting JUiaY) ate clillda o Al aladia) delad 4
Raising untrue allegations in bad faith is a plainl Belu) 58 A3 ¢ g dagaia 2 acl jay gl
misuse of the compliance incident reporting i b e iy JUY) e clillie e alall Al

o piiall G plia g calh gall puiluall Copiiall e IS Jady 2adf faa” f
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sys-tem and may be in itself regarded as a
compliance incident resulting in sanctions for
the re-porting party.

agle cuiym JEeY) ae Glillie e Al 4l
el ol ey el s

In this respect it should be remembered that
certain reports or complaints may be groundless
and/or abusive and be intended to create
problems for peers or superiors. Despite
verifying such claims, it may sometimes be
appropriate to avoid a costly and time-
consuming, disproportionate investigation in
such circumstances.

Sl e D) (g o SEE O iy oaall 138 b

By Aaall i/ 5 danall o Gl Ld 05 B (55l
e s ol 5 1A JSLie A Leie adll ()5S,
& nliall G ()5S 3B dan ) Jall 028 (e (B3I (e a2 )
Loa Sl Ulan s CilSa (3iind o1l ind laa¥l Lnn

u})ﬁ\ojﬁswgw

10. Contact persons

For more information please contact:
Andreas Schnurr

Director Group Compliance

Phone: +49 6221 481-32001

Fax: +49 6221 481-32000

email:
andreas.schnurr@heidelbergcement.com

or your local Compliance Officer/Legal Counsel
Hany Kassem

Compliance Country Officer & Legal Director
Suez Cement Group

Phone: (+202) 25222021

e-mail: h.kassem@suezcem.com

Joay) glgin ) -

= Jlai¥l o il slaall (e 3y 3all
Sl )

e ganalls QY] 00

+49 6221 481-32001 :sila
481-32000 6221 49+ ;S
s S 2yl

andreas.schnurr@heidelbergcement.com

Sl Ll / aall JEieY) Jsise sl
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(+202) 25222021 i
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numbers.

Annex 1: Direct phone numbers for Compliance
Hotline “My Safe Workplace”

All numbers starting with 0011.800.xxx,
00.800.xxx, 800.xxx or 001.800.xxx are toll-free

All other numbers are those to which calls are
charged. Local charges may be charged to the

e S AL JEETT BAT S 53l il 81 11 ald
"y

0011.800.xxx< 00.800.xxx: — I (il o8 ¥ S
Aailas o8 5l 2 001.800.xxx 3! 800.xxx

Leilia o LISl a8 51 8 5 AN QY1 S
el e Ll Callsall Jaes a3y 38

caller.

country gl a8 Al
Egypt 0800.000.0413 e
Australia 0011.800.1777.9999 Ll il
Bangladesh 001.720.514.4400 Sy
Belgium 00.800.11.486 Kby
Benin 001.720.514.4400 O
Bosnia and Herzegovina 001.720.514.4400 Sl yell 5 diu 5l
Brunei 001.720.514.4400 Sy
Canada 800.461.9330 g
China 00.800.1777.9999 Gl
Czech Republic 001.720.514.4400 Sl &y ) sqan
Denmark 00.800.1777.9999 &l yailall
DR Congo 001.720.514.4400 Akl el 23550 4y ) s
Estonia 001.720.514.4400 L sl
Gabon 001.720.514.4400 Ol
Georgia 001.720.514.4400 Lo
Germany 00.800.1777.9999 Ll
Ghana 001.720.514.4400 ule
Hong Kong 001.800.1777.9999 BS s
Hungary 00.800.1777.9999 b leia
India 001.720.514.4400 2igll
Indonesia 001.720.514.4400 Lanad 93]
Israel 00.800.1777.9999 il
Italy 001.720.514.4400 Ll
Kazakhstan 8.10.1.720.514.4400 Ol s
Latvia 001.720.514.4400 Ly
Liberia 001.720.514.4400 Lo
Lithuania 001.720.514.4400 Ll id
Luxembourg 00.800.1777.9999 g osenS ol
Malaysia 00.800.1777.9999 Ll
Malta 001.720.514.4400 Ualle
The Netherlands 00.800.0222.519 laal 58
Niger 001.720.514.4400 sl
Nigeria 001.720.514.4400 EB
Norway 00.800.1777.9999 s A
Poland 00.800.111.3819 laal 3
Romania 001.720.514.4400 Wl
Russia 001.720.514.4400 Ly
Sierra Leone 001.720.514.4400 Ot | s
Singapore 0011.800.1777.9999 B Alrin
Slovakia 001.720.514.4400 LSl ol
Spain 00.800.1777.9999 Ll
Sweden 00.800.1777.9999 5l
Tanzania 001.720.514.4400 Ll 5
Togo 001.720.514.4400 £
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Turkey

001.720.514.4400

%]
United Arab Emirates 001.720.514.4400 Baaiall Ay jall il el
United Kingdom 00.800.1777.9999 3asiall dSladll
United States 1.800.461.9330 1S ey saniall Y Sl
Ukraine 001.720.514.4400 Ll S

Annex 2: Free indirect phone numbers for the
Compliance Hotline” My Safe Workplace”

JUa ald) Jaall Aplae 5 il e ila A6 12 Galdll

"oaY) Jlee lS"
Telephone Number
Country p‘-ﬂéi\ 5, L)
Czech Republic 800.144.155 Sl &y ) seen
Israel 03.579.5608 il sl
Malaysia 1.800.88.6689 Lol
Romania 0.800.800.936 Lilesy

Jose Maria Magrina

CEO
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